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Name of company covered by this certification: iCall, Inc.

Form 499 Filer ID: 827396

Name of signatory: Andy Muldowney

Title of signatory: Chief Technology Officer

I, Andy Muldowney, certify that | am an officer of the company named above, and acting
as an agent of the company, that | have personal knowledge that the company has
established operating procedures that are adequate to ensure compliance with the
Commission's CPNI rules. See 47 C.F.R. S: 64.2001 et seq.

Attached to this certification is an accompanying statement explaining how the
company's procedures ensure that the company is in compliance with the requirements
set forth in section 64.2001 et seq. of the Commission's rules.

The company has not taken any actions (proceedings instituted or petitions filed by a
company at either state commissions, the court system, or at the Commission against
data brokers) against data brokers in the past year. Companies must report on any
information that they have with respect to the processes pretexters are using to attempt
to access CPNI , and what steps companies are taking to protect CPNI.

The company has not received any customer complaints in the past year concerning the
unauthorized release of CPNI.

The company represents and warrants that the above certification is consistent with 47
C.F.R. § 1.17 which requires truthful and accurate statements to the Commission. The
company also acknowledges that false statements and misrepresentations to the
Commission are punishable under Title 18 of the U.S. Code and may subject it to
enforcement action.

Signed Q’\/“_’“)

See attachment




Attachment

Statement of Compliance

We only use, disclose or permit access to CPNI only for the purposes permitted under
47 U.S.C. Sections 222(c) and (d).

CPNI Safeguards
Our company authenticates customers via customer-initiated online account access.
Our company discloses Call Detail Records only after a customer provides a pre-

established password to access their online account.

Our company immediately notifies customers when their password is reset.



